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• Regional Technology Centres are harmonizing ICT services across regions, 

institutionalizing governance, ensuring compliance with global standards and policy, 

and implementing the strategy.  

 

• Enterprise Data Centres are fully established and operational, enhancing the reliability 

of our data hosting capacity. 

 

• The global “One United Nations” network connected 594 United Nations locations in 

UNHQ, Offices Away from Headquarters, Economic Commissions, Peacekeeping 

Missions and Special Political Missions. 

 

• Enterprise systems and applications in the Secretariat are more secure. 

 

The Information and Communication Technology Division (ICTD) of the former Department of 

Field Support has been consolidated into OICT, with the Chief Information Technology Officer having 

reporting lines to the Under Secretaries-General for Department of Operational Support and Department 

Management, Strategy, Policy and Compliance. 

 

This structural change marks a paradigm shift in the way ICT is implemented, broadening the 

capability and capacity of OICT and offering the opportunity to harmonize the efforts of the two entities 

more fully.  For the Secretariat, the range and timeliness of services has increased, with the two largest ICT 

offices in the UN now able to chart a common strategic direction.  

 

OICT is now better positioned to fully leverage field technology, geographic information capacity, 

information security, innovation and frontier technologies, and the management of information as a valued 

asset of the UN.  Underpinned by a previous close collaborative approach between ICTD and OICT, the 

integration of the two offices has been effective and efficient. 

 

Efforts are ongoing to strengthen information security, as risks continue to evolve and grow. In 

2017, we blocked just under 1 million emails containing malicious code; in 2018, we stopped more than 

twice that 



Member States, where the digital divide results in a wider range of vulnerabilities.  The creation of the 

Digital Blue Helmets—a team of highly trained and specialized analysts—has been critical in addressing 

the information security threats that while not directly targeting the United Nations, nonetheless have a 

significant impact on our fulfillment of our mandates and on Member States.   

 

Efforts are underway on the digital agenda, innovative solutions and analytics, and building 

sustainable capacity of the Unite Service Desk, consolidating 131 service desks into one virtual hub. 

 

The focus of the ICT strategy has evolved towards the use of technology and data in support of the 

work of the United Nations. The digital agenda leverages technology to address the decision of the General 

Assembly with respect to strengthening the Organization and facilitating the work of the United Nations 

in the areas of peace and security, human rights, the rule of law, social and economic development and 

humanitarian affairs. 

 

• To increase awareness of emerging technologies and innovation techniques, OICT 

hosts periodic “TechNovation Talks” for UN personnel as well as delegates from 

Member States. 

 

• New technologies such as Artificial Intelligence, Machine Learning, and Language 



• An application service global system contract is being established through three 

https://undocs.org/A/72/492

